
Money 
ljundepng 

Alert® 
PublIsher 

Charles A. Inrriago, Esq. 

EdItor 
Nikolas). Korba 

Art DIrector 
Patricia L. lntriago 

DIrector of MarketIng 
Mikel Perdices 

DIrector of SUIIecfIbW ServIces 
Deborah A. Pelland 

EdItorIal Board of AdvIIIors 
Ricardo M. Alba 

Dr. Wilbert Bascom 
QiffE.Cook 

Phillips G. Gay,)r. 

PaulV. King 
David S. Mandel, Esq. 
Robert E. Powis, Esq. 

Bruce Zagaris, Esq. 

Money Lau1lt/ering Aler, is designed to provide accu­
rate and authoritative information concerning money 
laundering controls and related subjects. In publiSh­
ing this work neither the authors nor the publisher is 
engaged in rendering legal, accounting or other pro­
fessional service. The services of a competent profes­
sional person should be sought if such assistance is 
required. 

Copyright 1997. All rights reserved. 
Reproduction or uansmission without the 

express authorizarion of Alert Global Media 
is strictly prohibited. 

MLA available on etectnmIc datallases 

• On the LexisolNexis" Services its full text can be 
accessed by the file name MLA. For guidance call toll­
free 1-800-346-9759. 

• On the Dialog, DaI4-Star, and Duw J-NewslRttriwal 
systems it can he accessed online through the Informa­
[ion Access Company Newsletter Database System. For 
assistance or for an access password, in North America 
call toll-free 1-800-321-6388, or in Europe (44-71)-
930-3933. 

Money Laundering Alert (ISSN No. 1046-3070) 
(USPS 012714) is published monthly for $34; per 
year ($425 if mailed outside the United States) by 
Alert Global Media, 1401 Brickell Ave., Suite 570, 
Miami, FL 33131. Periodical postage paid at Miami, 
FL. POSTMASTER: Send changes of address to 
Money Laundering Alert, P.O. Box 11390, Miami, 
FL 33101-1390. 

Alert Global Media/Money Lalmdering AI ... , 
'\401 Brickell Avenue, Suite 570 

P.O. Box 11390 • Miami, Florida 33101-1390 
Telephone: 30:>-530-0:>00 • Fax: 30:>-530-9434 

E-mail: a1ert@moneylaundering.com 
http://www.moneylaundeting.com 

For information, calI1-8{)()"232-3652. 

o Printed on recycled pllper. 

2 I Money laundering Alert I August 1997 

Security directors aid bank KYC, SAR duties 
IN 1994, A WELL-DRESSED MAN WALKED 

into a New York bank, asked to open an 

account and presented the required iden­

tification documentation. The bank con­

ducted its routine database search, found 

nothing untoward and opened the 

account. The next day the new account 

holder entered the bank with his first 

deposit - a suitcase containing over 

$400,000 in $100 bills. 

The teller did not accept the cash and 

niques, systems, and methods not rou­

tinely found outside of government. 

In the private sector, professional educa­

tion emphasizes training in investigations, 

risk assessment, and awareness of criminal 

methods and techniques. Strong network­

ing among colleagues also creates a valu­

able asset. Moreover, cooperation and coor­

dination with government agencies is often 

well-developed, making security directors 

a ready point of contact with enforcement 

notified the branch manager, 

who in turn contacted the 

security director at the bank's 

main office. The security 

director conducted an inves­

tigation and, after two days, 

Financial institutions would be wise 

to give greater emphasis to the support 

their security directors give in 

meeting their responsibilities. 

identified the man as an operative of the 

Cali cartel. He contacted the appropriate 

law enforcement agencies who arrested the 

customer and seized the cash the next day. 

Many financial institutions do not real­

ize the resource they may have in the per­

son of their security director in dealing 

with money laundering risks and compli­

ance issues. The contributions of bank 

security directors can go beyond the issues 

that most people perceive as being their 

exclusive domain - physical security such 

as overseeing closed circuit TV monitor­

ing stations, implementing perimeter and 

access controls, organizing security guard 

patrol schedules, recommending money 

vaults or in investigating check fraud. 

Recognizing suspicious or criminal 

activity is one of the main staples of the 

security field. As the government places 

more emphasis on a bank's "know your cus­

tomer" and suspicious activity detection 

and reporting systems, financial institu­

tions would be wise to give greater empha­

sis to the support their security directors 

can give in meeting those responsibilities. 

Many security directors spent their ear­

lier years in a security-oriented career in 

government. This experience can bring 

them face-to-face with crime, using tech-

agencies, domestic and international. 

The main security association in the 

U.S. is the American Society for Industrial 

Security, based in Arlington, Virginia. 

ASIS has 35 working committees, includ­

ing Banking and Financial Services, 

Investigations, White Collar Crime, 

Gaming and Wagering, Law Enforcement 

Liaison, and Global Terrorism, Political 

Instability, and International Crime. Of 

the 28,000 ASIS members, 80% have 

government, military, or law enforcement 

backgrounds; 26% hold graduate degrees. 

While security directors cannot and 

should not replace banking professionals 

in detecting unusual banking activity, 

they may contribute to the recognition of 

unusual activity as suspicious, of suspi­

cious activity as criminal, and of the iden­

tity and background of a suspect person or 

entity. They can also facilitate liaison 

efforts with government agencies that 

may result in better investigative capabil­

ities and also demonstrate good faith com­

pliance efforts to regulatory agencies. 

-Richard Horowitz is an attorney in New 

York City concentrating in corporate, security, 

and international issues. He also holds a pri­

vate investigator's license and served in the 

Israel Defense Forces with the rank of captain. 
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